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ABSTRACT

Communications within networks are interdependent connections to specific events
at a set time. These connections are based on previous interrelations established between
the different entities or nodes of an organization. Social network analysis (SNA) has be-
come an important tool for analyzing a wide variety of networks, and can be used to deter-
mine which agents in a particular network are the most influential within a closed group.
The influence, however, that an individual or group has on a specific event in time is in
constant flux. For example, the coach of a basketball team might have the most influence
within the team early in the game, but when the game is in its final seconds, the player cho-
sen to execute the game winning three-point play becomes the most influential individual
for that specific event. We propose a way to show that through dynamic event analysis, we
can uncover indicators which point to the player executing that shot as being the influential
node with the team network!

Analysis of current nodal or agent valuation methods, such as centrality, hubs and
connectors, capability, prestige, closeness, and betweeness will be explored to find isomor-
phic ties to the Black-Scholes financial model used to stochastically depict the randomness
of stock-option values. Data collected from a group of 24 officers in a one year graduate
program at Columbia University will serve as the basis for a model which will be used to
answer the question: who is the most influential individual or group with in a social network
given prior knowledge of a specific event occurring in time? The mathematical concepts

involved include stochastic differential equations, graph theory, and network science.
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I. INTRODUCTION

A. BACKGROUND

E-mail has significantly changed how people communicate and interact [1]. In
many ways communication is easier and more reliable with e-mail, however, there many
new communication challenges introduced. In order to integrate the use of this new com-
munication tool into Army protocol, leaders need to be aware of the strengths and weak-
nesses of e-mail. As a result, Army leaders will be able to use this resource to their advan-
tage to distribute information to subordinates.

E-mail provides several advantages over classic communication methods. Peers
that were once unreachable due to distance, conflicting time schedules, or other duties,
can now be reached with ease using e-mail. If the intended recipient is not available, the
message is stored in an in-box until it can be read. Leaders are able to issue guidance and
direction efficiently to a much lower level or rank than before. While it was once infeasi-
ble for a Brigade Commander to assemble the brigade and issue guidance, except in rare
circumstances, he/she can now e-mail everyone in the organization. Those Soldiers, who
wouldn’t have been present due to some other duty, are able to read the guidance or di-
rective later when they have time. Soldiers are able to have greater access to headquarters
elements such as personnel, finance, and supply, through the use of e-mail and Web based
services [2]. All of these advantages can greatly improve the efficiency of military organi-
zations. However, there are new challenges that must be understood before the Army can
efficiently modify doctrine to exploit the advantages e-mail offers.

With each advantage e-mail brings, there are challenges that must be understood as
well. The increase in peer to peer collaboration allows problems to be solved at a much
lower level or rank than before [3]. Unfortunately, military commanders may now be un-
aware of issues and problems in their organization. While e-mail may be good for sub-
ordinates to solve problems, it does not allow commanders to provide guidance or take
advantage of their experience [4]. It is great for commanders to reach all of their subor-
dinates at once; however, if that is the case, what role do intermediate commanders now
play? How does a commander handle feedback, questions, and recommendations from a
large volume of subordinates?

Social Network Analysis (SNA) offers a valuable methodology to understand e-

mail communication. A social network is a collection of individuals and their relationships



[5]. In SNA, we analyze groups of individuals and their relationships mathematically to
gain insight about their behavior [6]. Some examples of networks that can be studied
include those of friendship, respect, migration, biological relation, or, in this project, e-
mail they received. Before e-mail networks are described in detail, a background in social
networks is presented.

We describe a social network in terms of its members and their connections [7].
Members of the network can be connected through these relations as groups or individu-
als. In the following figures, the shaded circles (or nodes) represent members of a social
network. The lines (or edges) between these nodes represent their relations.

The connections between members can be either directional or non-directional re-
lationships [3]. An example of a directional social network is very similar to a military
chain of command (see Figure 1). This type of social network has a directed flow of infor-
mation. The commander gives orders or directions to his subordinate units, so the arrows
point down to the lowest level. This diagram is also representative of a connected graph

where everyone is in the network. Every node in the diagram receives information from a
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Figure 1. Chain of Command Network

The family and friendship network shown in Figure 2 is, by contrast, an example



of a non-directional, non-connected graph. In this figure, we can see that there is no pre-
dictable structure to the social network because there are no restrictions when talking to
family members. For example, the youngest child may talk to anyone in the family where
as in the military a private cannot simply talk to a general. This graph is disconnected be-
cause a particular family member may not talk to anyone, such as a disgruntled teenager,

yet he/she is still part of the family.

/

Figure 2. Family and Friendship Social Network

These are only two examples of the many social networks that exist. Applications
of social network analysis are beneficial not only in the military, but also in other organi-
zations. For example, a mayor may want to conduct an analysis of a local neighborhood to
improve cohesiveness, or a CEO may want to conduct some analysis to improve a depart-
ment in his company.

The present research focuses on the application of SNA techniques to understand a
group of US Army officers. This effort focuses on the use of e-mail communication patterns
as the basis for these analysis. This background is in three parts: first, we will discuss the
implementation of the data collection effort; second, we will explore the characteristics of
the collected networks; and third, we will explore the relationship between e-mail networks
and networks generated through self-report questionnaires.

This first section focuses on the practical implementation of the data collection and
the organizational and technical challenges that must be overcome for such data collection

to occur. It concludes with suggestions for efficient, ethical data collection, and serves not



only as the basis for the remainder of this report, but also for the continued collection of

data for the remainder of the Ike NEt project, discussed in the next section.

B. PARTICIPANTS

This project monitors the e-mail traffic of 24 mid-grade Army officers, selected to
serve as company tactical officers at the United States Military Academy, along with cadets,
faculty, and researchers. Before serving as tactical officers, ELDP students go through a
one-year Master’s Degree in Leadership program at Columbia University. Students in the
program take some classes on the Columbia main campus and some classes in the Depart-
ment of Behavioral Sciences and Leadership at the U.S. Military Academy. The program is
called the Eisenhower Leadership Development Program (ELDP), thus our project is called
IkeNet.

The overall demographics consisted of the mid-grade officers, cadets, faculty, and
researchers. Participants were treated in accordance with ethical standards established by
the American Psychological Association. The research methods used in this experiment
were approved by the U.S. Military Academy Human Subjects Use Committee.

The subjects willing to participate in this investigation permitted us to place a patch
onto their Microsoft Outlook e-mail accounts. This patch allowed us to collect informa-
tion from e-mails in their sent items folder, found on participants’ personal computers.
The information included: the time each e-mail we sent, the FROM/TO/BC/CC e-mail
addresses/names, and the subject line. We were not able to see the content of any e-mail
itself. The patch was triggered by two conditions; 1,000 minutes of elapsed time since
the previous trigger and sending an e-mail. Upon triggering, the patch would search the
subject’s sent mail folder and compile information into a comma-separated values (CSV)
spreadsheet from all sent e-mails since the last search. The patch then initiated an e-mail
to send the CSV spreadsheet to the principal investigator. The principle investigator would
then compile the spreadsheets from all 24 subjects into one master spreadsheet and ensure
anonymity of the names. The anonymous names are coded as P1 through P24.

In addition to the e-mail data, the ELDP coordinator provided other sources of im-
portant data. The planning calendar for the entire year in which the data were collected
was provided. This calendar included graded events and important dates that would poten-
tially have an impact in the e-mail communication of the subjects, such as Army football

games, Thanksgiving, and Christmas. Army home football games are big events at USMA



in which the entire corps of cadets and tactical officers are required to attend. The ELDP
coordinator also administered several surveys to the subjects to compare e-mail communi-
cation with self-reported social network data. Finally, several subjects were interviewed to
gain greater insight into the activities of the subjects and to identify workload demands on

the subjects.

C. COMPUTER PATCH

The first research task in the project was to create a method for collecting e-mail
data for SNA. A Visual Basic for Applications (VBA) program was written that could be
installed on a personal computer (PC) in the session window of Microsoft Outlook. It is
installed in Outlook by opening the program, selecting Alt-F11, and copying the code into
the session window. Once the code is installed in this manner, that PC will send regular
CSV spreadsheets of e-mail communication to the principal investigator defined in the
code.

There were several advantages to the VBA approach to the problem. Microsoft
Outlook is proprietary software that causes difficulty in allowing a program such as Orga-
nizational Risk Analyzer (ORA) to directly pull information from a subject’s outbox. The
VBA patch is an easier software implementation. Another advantage is that the patch is
installed on each individual subject’s computer; therefore, the people who run the e-mail
exchange server do not have to be involved in the research project. It often can be difficult,
in research, to be dependent upon another group of people for your data; they do not nec-
essarily care about your research. Researchers at the Center for Computational Analysis of
Social and Organizational Systems (CASOS) have written software that allows the same
e-mail information to be pulled directly from the exchange server as an extension of this
project. The final advantage offered by the VBA patch is the control the subjects feels in
the project. The subject actually installs the patch himself or herself. The subject then feels
they have control over the information they send. Most of the subjects knew how to remove
the patch when their participation in the project ended. Several subjects said they felt more
comfortable knowing the software sending the principal investigator information was on

their computer, and "Big Brother” wasn’t pulling their information from somewhere else.



D. AUTOMATION OF DATA COLLECTION

Data compiling and collection needed to be automated. There were 24 subjects
sending daily e-mail to the principal investigator. This meant saving 24 files from e-mail
to a hard drive every day. The principal investigator would have to wait at least a week
before compiling the data because there would be an occasional subject who would not
log on to the e-mail for a day or two. This would cause missing data, until the subject
eventually did log in and sent a bigger data file. Data were typically compiled once per
month throughout the project. Once the files were saved on a hard drive, each file would
be opened and the contents copied and pasted into a master file. This process merged all
of the data from all 24 subjects for a one-month period into a single data file. With 24
subjects and 25 average files per month, this meant processing 600 files, which would have
taken the principal investigator several hours to complete. Instead, significant time-saving
software was developed by Freytag Industries LLC to deal with this complication.

SNA was performed on the data using the proprietary software ORA owned by the
CASOS and free for government use. The CASOS created several custom modifications
to their software to facilitate this research. The software now has a feature that loads e-
mail social network data directly into ORA using the format of the CSV file from the
VBA Outlook patch. Once data files were compiled, they were easily loaded into ORA
for analysis. Investigators on this project sorted data for different time and date periods
and looked at certain key subjects in the group using Microsoft Excel and were then able
to easily load these files into ORA. With only a couple of hours of familiarization with
ORA, the novice investigator could conduct analysis on social network data thanks to these
custom modifications.

This research effort was highly successful at collecting a unique sensitive data set
for 31 weeks, running from 15 October 2006 through 11 May 2007. Collecting the data
in the format of a CSV spreadsheet allowed for the manipulation of the data in ORA to
conduct the necessary research analysis. The data was broken down into 20 time blocks
within the 31 weeks of collection in order to analyze the different nodal values assigned
to the subjects as the network changed through time. By creating visualizations and data
files through ORA, the IkeNet data was able to be analyzed to allow the formulation of a

stochastic model.



I1. METHODOLOGY

A. SOCIAL NETWORK ANALYSIS

Social Network Analysis (SNA) is a quantitative approach to measuring the con-
nectivity of individuals and groups based on a specific metric or related event [8]. SNA
can serve as an important tool to linking the connections of individuals and groups to pre-
destined events giving insight as to who was the main cause of the event. There are three
strategies used to quantitatively assign values to specific individuals and groups in a social
network. They are nodal, dyadic, and triadic strategy [9].

The nodal strategy breaks down the social network into single nodes that are linked
together based on a shared connection. The measurement of nodal value within the nodal
strategy is based on visibility [9]. A nodes visibility is the number of links it shares with
other nodes within the network relating to the properties of the individual or the situation
he or she encounters [10]. The nodal strategy focuses on the occupant of the node in a
social network.

The dyadic strategy breaks down the network into nodal pairs. The nodal value of
a nodal pair in the dyadic strategy is based on three strategies, network proximity, spatial
representation, and structural indices [9]. The proximities are derived through many tech-
niques such as, social circles, chain measures, and row and column correlations of a rela-
tional matrix [9]. A spatial representation of a network can be in the form of a sociogram,
which are scattered points connected by lines. Structural indices are used to measure the
cohesiveness and equivalence of a networks structure. The dyadic strategy focuses on the
pairs relationship within the network.

The triadic strategy inventories three node groupings or triads in a network [11].
The triadic strategy is primarily used for theoretical testing of social relations [9]. The
focus of the triadic strategy is on the relationships between the three nodes of a triad within
a network [12]. This strategy analyzes the network as a whole for sufficient connections
among the different triad groupings.

Among these different typologies of networks, there are many ways to generate
nodal values. Nodal value generation will be further researched in order to efficiently pro-
vide a means to assist the generation of a stochastic differential equation that can be used
to expose who was the most influential individual or group that caused a specific event to

occur. Mapping out interactions among a large number of agents within a communications



network to generate nodal values is not a trivial task. The practical difficulty being that the
network is transient and changes at every time step leaving little to no information as to
what it was or what it will be. As more tools become available to record the interactions
within a communications network (i.e. email traffic and phone records), time dependent,
dynamic analysis of this data will become vital to capturing key characteristics and proper-
ties of the network. Most notably, dynamic analysis can uncover information about nodes
and edges that are not exposed in a static model. Recently, the United States Military
Academy collected email header, and cellular phone traffic from cadets, staff, and faculty
under a project called the Eisenhower Leadership Network (IkeNet), to attempt to create
a smaller scale social network that can be analyzed. Currently, they have found that even
with a smaller scale network, it is still computationally intensive to model the network as

an entity that changes with time.

B. CENTRALITY, PRESTIGE, AND CAPABILITY

One important application of graph theory in social network analysis is in identi-
fying the most important or prominent actors within a network at a given time. There are
two derived methods of assigning prominence to actors within a social network. They are
centrality and prestige. Centrality is made up of the sub-categories degree, closeness, and
betweenness that approximate the involvement of actors within a graph [13]. Prestige is
made up of the sub-categories degree and proximity that are methods of approximating the
amount of ties sent and received by the actors within a graph [13].

Degree Centrality stems from the concept that the most prominent actors are those
that have the most ties to other actors in the network, which is termed activity [13]. Activity
of an actor within a directional graph is the measure of the outgoing ties of a node also
known as the outdegree [13]. Degree Centrality of a node in a directional graph is the
proportion of the nodes in the graph that are connected to it [13]. The proportion is the
outdegree of a node over the group size or total entities in the network, which is annotated

in the equation below.
Cp(ni) =d(n;)/g—1

According to Degree Centrality, the node with the highest proportion is the most prominent
within the graph.
Closeness Centrality is based on how close, according to distance, an actor is from

all the other actors within the social network [13]. According to closeness centrality, a



centrally located actor is one who can interact with the others the fastest. The fastest actor,
in theory, is the actor that has the closes distance between other actors [14]. In a graph, the
shortest paths linking the nodal entities measure the minimum distance. By equating close-
ness to minimum distance, closeness centrality is inversely proportional to distance [13].
Thus, the farther a node is relative to other nodes in a network, means that the centrality of
that node will be smaller then the nodes whose distance is shorter. For a directional graph,
the relation between nodes n; and n; is different then the relation between n; and n;. The
equation for calculating closeness centrality is achieved by dividing the minimum possible
total distance by the sum of the i*" row of the distance matrix to obtain the total distance

for n; is from other nodes [13].

Ce(ni) = (9= 1)/[Y_ d(ni,ny)]

Jj=1

One drawback with closeness centrality is that within the digraph used to represent the
network every node has to have a connection, or else the equation will be undefined.

Betweeness Centrality is based on the influence that the “actors in the middle”
have on two nonadjacent actors within a network [13]. The shortest path between two
nonadjacent nodes is said to be influenced by the nodes in between the path that connects
the nonadjacent nodes [15]. According to betweeness centrality, the actors that are more
central are those that lie between the most paths of other actors, because they have more
control over connections of other actors [16]. To calculate the betweeness centrality of
an actor the probability of communication or having a path needs to be examined. It is
assumed that the there is the same likelihood for an actor to choose one path over another
[13]. Let gj; be the number of paths linking two actors j and k and let g;;(n;) be the
number of paths linking the two actors that contain actor ¢ [13]. The actor betweeness
index for n; is the sum of all the probabilities that actor  is between the pair of actors 7 and
k [13].

Cr(ni) =Y gjr(n:)/gjn
i<k
The equation for the betweeness centrality for a directional graph of an actor is the be-
tweeness index divided by the maximum number of pairs not including n; within the graph
[13].
Cp(ni) = Cp(ni)/[(g — (g — 2)]



The advantage to betweeness centrality is that the graph does not have to be completely
connecting in order for the equation to be defined.

Degree Prestige is the measure of the indegree or amount of ties received by an
actor, which means that actors that are more prestigious tend to receive more ties or nom-
inations then others [13]. The equation used to calculate the degree prestige of an actor n;

is the number of arcs terminating at n; divided by the group size of the graph [13].
Pp(n;) = zi/g — 1

This produces the proportion of actors within a network who choose to interact or share a
connection with actor 1.

Proximity prestige considers the distance that an actor n; is to other actors within the
network [13]. An actor who is closer to all other actors within a network is considered more
prestigious according to proximity prestige. The proximity prestige of an actor calculated
according the ratio of the proportion of actors who can reach : to the average distance these

actors are from ¢ [13].

Pp(ny) = (I/(g = 1))/ ) _ d(nj.n:)/1;

According to this equation, as actors who can reach the actor = become closer, then the ratio
becomes larger, so the closer an actor’s proximity ratio is to 1, the more prestigious that
actor is within the network [13].

Nodal Capability assigns value to nodes within a network based on how capable or
available a node is to their associated network[17]. The capability measurement ensures
that every node with a network receives a value greater then zero. The purpose of the
capability measurement is to show that every node within a network is able to be reached
at some point in time. Even if a node does not share any ties with the network at a certain
time, at a time in the future that node still is capable of being reached. The following is the

equation for capability [17]:
Ci(T) = 1/(1 4 (10" =1/2)))

where
x* =Total number of messages sent or received for node; at time 7' / Maximum possible

nodal links at time 7T’

10



The capability equation was developed by ORA and it is assigned to each node; at time 7’
throughout the time interval based on a normalization of the messages sent/received for the

node as compared to the maximum possible messages.

C. VALUE DIRECTED GRAPHS

Social Network Analysis quantifies the relationship among various groups and in-
dividuals within the network. One method that is commonly used to best represent the
strength and intensity of each linked relation within a social network is a valued directed
graph. A value directed graph is a graph that consists of valued lines or arcs that connect
each node based on a directional valued relation. A directional valued relation means that
the value associated with the connection from node n to node m is different from the value
associated with the connection from node m to node n. A real-life example of this type of
relationship would be a superior-subordinated relationship, where there would be a higher
valued connection between the superior and the subordinate then the subordinate to the
superior. In a directed value graph, the nodes are assigned a nodal degree that is equal to
the number of arcs incident with the node and the values associated with the arcs [13]. The
arcs that connect two or more nodes within the directed value graph are called valued paths.

The value assigned to each path is equal to the smallest value arc within the path [18].

Edge

Node

Figure 3. Directed Network Graph

The path value is considered the most restricted amount of communication or in-
teraction within the path. Nodes that share higher valued arcs within a directed graph
are considered more reachable, because they possess a stronger interaction [19]. Within a
value directed graph, the values assigned to nodes are based on the reachability of the arcs
incident with the nodes.

11



D. HUBS AND CONNECTORS

Over the years the idea that nature can be modeled according to some sort of in-
tricate network of various entities that share common connections has emerged. Erdss
and Rényi were the first to introduce the idea that the universe consisted of properties
that could be modeled using randomized graphs, but they concluded that the connections
shared among the entities in the graph were completely random [20]. Malcolm Gladwell,
discovered that there are certain individuals in a social network that tend to have a more
influential role within the network then others based on the amount of connections that
they share. These individuals are labeled as connectors. Connectors are very important

to a social network. According to Albert-Laszlé Barabdési, author of Linked, “they are

the thread of society...” [20]. The idea of connectors was the final discovery that forced
researchers to abandon the idea of a random universe. Connectors within the graph of a
social network are the nodes that have an unusually large number of links, known as hubs
[20]. Social networks such as Hollywood actors and actresses and the World Wide Web
have clusters of nodes that are relatively close to a centrally located node, which is a hub
of the network. Hubs are responsible for the majority of the connections that occur within
its specified network [20]. With the World Wide Web, a hub is a site that is most highly
visible and it is commonly used to connect web surfers from web-site to web-site, such as
the sites Google and Yahoo. If the Web was a randomized network then all the web-sites
would have the same probability to be seen and heard, which is not true [20]. According
to Barabdsi, Web-sites that are connected to hubs like Google have a much higher prob-
ability of being noticed then web-sites that are not linked to Google. Connectors or hubs
“dominate the structure of all networks in which they are present...” [20]. Hubs distinct and
unusual amounts of links to other nodes, allows them to create the shortest path between
two entities in the same network. Hubs can be found in society, the Web, and even cells.
Connectors and hubs have opened a new door to the science of social networks and they
have given rise to the idea that the universe may not be a random entity that it was once

conceived to be.

E. BLACK AND SCHOLES

The Black-Scholes model is a stochastic differential equation that is used to value
a call and put option for common stock [21]. An option is “a security giving the right to

buy or sell as asset, subject to certain conditions, within a specified period of time.” [22]
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There are two different types of options, a European and American option. The European
option can only be exercised on a specific future date, while an American option can be
exercised anytime prior to the future date [23]. The price that is paid after the option is
exercised is known as the strike price and the last day that the option can be exercised is
known as the expiration date or maturity date [24]. A call is an option to buy a stock at the
strike price prior to the expiration date and a put is an option to sell a stock at the strike
price [22]. If the market value of the option is higher then the strike price at the expiration
date, then holder will receive the difference. The focus of the Black-Scholes Model is
for the European call option, because given the option can only be exercised on a specific
expiration date at time ¢, the model will predict the value of the option in terms of price
at that time under ideal conditions. The Black-Scholes model consists of five key values
that relate to the stock and its behavior in the market. The five critical variables are what
drives the formula. The assumptions, variables, and derivation of the Black-Scholes model
is applied to the derivation of the Stochastic Valuation Transform, which will be presented
in this paper, in order make the connection between stock behavior in the stock market and

nodal behavior in a social network.

F. SIMULATION STRATEGY AND INVESTIGATION

The simulation strategy was focused on the generation of a social network through
the IkeNet research in order to develop an accurate stochastic transform model. The gener-
ation of a network through the ORA creates a visual observation and data collection of the
IkeNet data. A computer script created in Perl converted the networking data from IkeNet
to data files that could be used in the ORA and Excel programs to allow for research and
simulation. The use of ORA and Excel were crucial to conducting a social network analysis
that can connect to the Black-Scholes stock analysis. Figure 1 is an example of how nodal
valuation can change over time while Figure 2 is an example of how stock value changes
over time. Both behave similarly to the Wiener processes of stochastic modeling, which
means the exhibit a random projection through time or a random “walk.” From investigat-
ing the IkeNet network behavior in ORA, we uncovered, through observation, a connection
between the randomness of a stock value to the randomness of the value of a node as it
changes through time. This is an important breakthrough to the research because if the
behavior of nodal values can be connected to the behavior of stock prices, then it is valid to

make the assumption that the Black-Scholes closed-form equations can be applied to social
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Figure 4. Nodal values vs. Time

network valuation. From this assumption, discrete nodal values were extracted at different
time increments in the study. Then, those extracted values were used with a transformed
version of the Black-Scholes model, which will be discussed further in the next section,
to develop new values that that predict their involvement with a given event that occurred

within the network.
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III. STOCHASTIC VALUATION TRANSFORM

A. DEFINING VARIABLES AND THE CLOSED-FORM SOLUTION

To stochastically model the changing values of the entities within a social network,
the assumption that the percentage change in the nodal values follow a Weiner process with
a known nodal drift, or nodal value change, and standard deviation of that drift, so that on
the date of the significant event within the network, the nodal value has a standard normal
distribution with a known mean and variance [23]. The same assumption was made in the
formulation of the Black-Scholes model. In concurrence with the Black-Scholes model,
the Stochastic Valuation Transform (SVT) will consist of five different variables that will
drive the formula based on the assumption of ideal conditions within the social network.

Assuming ideal conditions within a social network means:

e There is a designated set of entities that define a social network.

e There is consistent communication within the specific entities defined in the social
network.

e The network status rate of a node is known and constant through time.

e The value of a node follows a random walk with continuous time with a constant
variance rate of change, thus making the finite interval of a node lognormal.

e The changing of nodal capability is continuous.

e Increasing nodal communication increases nodal influence in a social network

Following the variable characteristics of the Black-Scholes model, the variables for the
SVT were created in order to be applied to social network analysis and valuation. The
variables are used to assign values to the entities within the social network, which can be
applied directly to the SVT formula:

V' = current value of the node;

o =nodal volatility

T = time until the event date

r = Network Status Rate

P = predicted nodal value at event date

s = slope of nodal value change for node; from current value to final value
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The variable V' is assigned to every node within a network using the following formula:

where L;(T") = total number of messages sent or received for node; at time 7" [17]
CHT)=1/(1+ exp(—10(z* — 1/2)))

x* = L;(T)/(maximum possible links for nodes in time 7), and M; = cumulative total of
messages sent or received for node; during time interval

The variable L;(T") is used to account for two factors:

1. The amount of connections a node has within the social network.

2. The frequency of the connections that the node has with other nodes.

The variable C(7T') is a value acquired from the ORA Program that measures how capable
or available a node is within the network [17]. Even though a node n may not have sent or
received a message from node j during a time period in the network, the fact that he could
have interacted with node j is what generates the capability value for node n. The variable
capability variable is used in the nodal value formula because it prevents the calculation
from becoming zero, in order to make the value behave similar to a stock price.

The variable M; is used in the formula to provide the intrinsic value that a node has
within each time n. When ) is multiplied by C(T') it creates an amount of messages that
the node could have sent or received base on how capable it was during the specific time

period. The variable o is assigned using the formula:

o= (2 (A = X))/ Trow)

where
A= Vr—Vr)/Vr,

X is the Average Nodal Value (V') of node; for the time interval (17 yq;)-

The formula for o is derived from the equation for Standard Deviation of a Popula-
tion [25]. The one alteration to the equation is the A which is used to calculate the nodal
value change for node; between each time n. The o formula coincides to the volatility vari-

able used in the Black-Scholes model, which was the standard deviation of the annual rate
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of return [23]. The SVT uses the standard deviation of the nodal value change to produce
the nodal volatility.
The variable r is assigned using the formula:

r = u(sup(V))/sup(sup(V))

where sup(V') is the Maximum Nodal Value for node;, ;(sup(V)) is the Mean Maximum
Nodal Value for all the nodes in the network, and sup(sup(V)) is the Maximum of all the
Maximum Nodal Values.

The formula for r averages the maximum nodal value for each node; and divides
that by the supremum of the Maximum Nodal Values of all the nodes in the network. This
creates the Network Status Rate, which approximates how much status each node within
the social network must at least grow through the time interval, just by being involved in
the network.

The variable P may vary based on the analyst’s prediction for each node within the
network with respect to their contribution to an event. This value allows for simulation and
analysis.

The variable s is the slope between the beginning value for node; for the time inter-
val and the value of the node; at the time of the event. The variable s is assigned using the
formula:

si = (V(Tn) = V(1) /(T = Th)

The purpose of the Stochastic Valuation Transform is to produce an “RJ-Value”
for each node within the network at every different time n, which can be used to predict
how much each node contributed at each time step leading up to the time of the event.
Applying the social network variables defined above to the closed-form equations of the
Black-Scholes model produces the SVT [23]:

VN(dy) — Pe""N(dy) ifs>0

RJ Value =
Pe””TN(—dQ) —VN(=dy) ifs<0

where
dy = In(V/P) + (r +0*/2)T

d2:d1—|0"ﬁ
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N stands for the standard normal cumulative distribution function with a mean of zero and
standard deviation of one. [V is a probabilistic distribution that contributes to the predictive
nature of the transform. With the SVT, an analyst can search through a social network from
a date where an event occurred to determine the key nodes that contributed to that event’s

occurrence.

Time 5 ) Time 7

(b) Deescalation of Activity (c) Robustness

(d) Modest Lull

Figure 6. Snapshots of the Network over time

18



B. DERIVATION

Following the Black-Scholes derivation, a derivation of the partial differential equa-
tion (PDE) that is used to create the SVT closed-form piecewise defined function will be
shown.

The nodal value V' is not a deterministic variable. It is assumed that the movement

of the nodal value follows the geometric Brownian motion given by
dV =nVdt + o SdW (II1-1)

where I is a Wiener process or Brownian motion and 7 (the percentage drift) and o (the
percentage volatility) are constants [23].
Now the derivation will use It6’s Lemma to formulate the SVT Equation. Let z(¢) be an

Ito (or generalized Wiener) process. That is let
dx(t) = a(x,t)dt + b(x, t)dW (II1-2)

where W is a Wiener process and let f(z,t) be a function with continuous second deriva-
tives [23].
Then f(z(t),t) is also an Itd process, and
of of 1 ,O*f of
df (x(t),t) = )=+ = + =b(x,t)" == )dt + b(z,t) ==dW I11-3
f(a(t),6) = (a(w, )50 + S + b, 025 5)dE + b(o, )5 (I11-3)
Ito’s Lemma is crucial for the derivation of the SVT equation [23].
Now let R.J be some sort of value on V' - mathematically R.J is a function of V' and
t. RJ(V,t) is the value of the node at time ¢ if the value of the underlying node at time ¢ is
V. The value of the node at the time that the event occurs is known. To determine its value
at an earlier time we must know how the value evolves as we go backward in time.
By Itdo’s Lemma, we have
ORJ ORJ 1 O*RJ ORJ

= (V=i + —= + —0%V? — I11-4
dRJ = (nV oy + BT +20V 5172 )dt + oV T daw (II1-4)

Now lets construct a fictitious node of value II consisting of one large RJ-Value and a
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number —A (to be determined later) of the underlying node, which gives
II=RJ—-AV (III-5)
Differentiating this gives the change in the node’s value as
dll =dRJ — AdV (I11-6)

where A is assumed fixed for the time step dt [23]. Substituting Equation (4) into (6) yields

ORJ ORJ 1 O?RJ ORJ
dll = S L dt ——dW — Ad 1-7
(nV EYa + BN + 50 Vv 5172 Ydt + oV oY w Vv ( )
Using Equation (1) we get
ORJ ORJ 1 0?RJ ORJ

dll = (nV —m + —— + =0*V? Ydt + oV ——dW — A(nVdt + oV dW)

ov T o 727 e oV
ORJ ORJ 1, L 0°RJ ORJ

A CLC AN WAV -7 it + (22 Nyova 11-8

VG g ~ AV Ao Vg )dt £ (e — Aevdl - (IE-8)

which is a random change in the value of the node in time dt [23].
Next, carry out the no diminishing status rule as follows: take the node with value
IT and place it into a social network with a network status rate r to get a gain of

dll’ = rIldt
in time dt [23]. Since there is no diminishing status possibilities, we must expect that
dIl = dIl’

for dIT > dIT’, then add the node into the network at a rate r to get a status rate for the node.
If dIT < dIT, then construct the reversed or negative impacting node, and lend the value of
the node at rate r to get a status rate for that node. Therefore we must have

ORJ ORJ 1 O?RJ ORJ

L AV + o212 dt + (== — N)oVdW = rlldt  (II-
(n 8V+ 5 n +20V8V2) +(8V YoVdW =r (I11-9)

By equating the change in the node’s involvement with an event to the status rate of II,

we have eliminated the randomness associated with the node [23]. This is only true if the
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coefficient of dW is equal to zero, therefore

_ ORJ

A= (I11-10)

and Equation (8) becomes completely deterministic [23]. From Equations (5) and (9) we

get
ORJ ORJ  ORJ 1 0’RJ

21,2
- Il =
Wy e T gy T Vg =0

ORJ 1, 282RJ ORJ B
Rearranging gives

ORJ 1, 282RJ ORJ

—_— = = —_ —V— I-11

BT 20 Vv BYE +r(RJ -V (9V) ( )

which is the Stochastic Valuation Transform equation for assigning RJ-Values to nodes
within a network. The solution to Equation (11) for RJ = max(V — P,0) on the event
date gives the formula for the nodal RJ-Value if s > 0 [23]. The solution for Equation (11)
for RJ = maxz(P — V,0) on the event date gives the formula for the nodal RJ-Value if
s < 0[23].
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IV. TEST AND ANALYSIS

Mast Influencial Nodes for Event at Time 20

Node Integrated RJ Value  Mormalized RJ Value
ELDP 1 -475.5854137 -0.017570833
ELDP 2 -2.390954248 -8.83355E-05
ELDP 6 187.1791033 0.006915462
ELDP 7 -145.7831345 -0.005386059
ELDP 10 -70.13551985 -0.002591205
ELDP 11 257.8341823 0.009525863
ELDP 13 106.1517542 0.003884905
ELDP 23 -17.75048466 -0.000655804
ELDP 24 -20.83364456 -0.000769713
EPSYCH 2 -20.93786959 -0.000773564
EPSYCH 4 1509.499252 0.055769498
RES 13 9652.760142 0.364017064

- 3

4 -0.0041

USCC 13 1161.43599 0.042910059
USCC 15 27066.75348 1
USCC 16 11088.94771 0.4096886872
uscc 18 -458.4746941 -0.016938666
uscc 20 -1653.757534 -0.06109922
USCC 23 -356.6607547 -0.013177079
USCC 24 -832.1648313 -0.030744907]
USCC 25 -2139.234245 -0.079035494
USCC 26 166.3793055 0.006146999
1st 2nd

Figure 7. Most Influential Nodes

A. SIMILARITIES AND DIFFERENCES

The key difference between the RJ-values produced from the SVT and the call
option value produced in the Black-Scholes model is that the RJ-values can be less then
zero. In a call option, if the price of the stock goes below the strike price at expiration, then
the buyer will not exercise the option thus assigning the option a value of zero. In a social
network, a node that has a lower Nodal Value (/) than its Predicted Value (P) at the time
of an event is assigned a negative RJ-value. Unlike the call option, a negative RJ-value has
meaning within a social network. A node that is assigned a negative RJ-value at a certain
time measures the lack of contribution or how much deterrence the node had with that event
as compared to the other nodes in the network. A node ¢ that is assigned a more negative RJ-
value then a node j at time n means that node 7 is farther removed from involvement with
a particular event at time n then node j. On the other hand, a positive RJ-value measures
the amount of involvement or contribution a node had with an event that occurred at time
n. A node with a large positive RJ-value relative to the other nodes within the network at

the time of an event means that the node was a more prominent contributor to causing that
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particular event to occur then the nodes with smaller positive values. For example, if the
RJ-values were calculated for the basketball situation explained in the abstract, then at the
game ending buzzer, the game winning shooter would have the relatively largest positive
RJ-value, the coach would have a low positive value, a player sitting the on bench would
have a small negative value, and the team mascot would have the relatively largest negative

value based on their contribution to the event of winning the game.

B. SIMULATION AND RESULTS

In order to analyze the formulation of the SVT, a simulation was run in Excel on the
24 critical subjects involved in the IkeNet social network research. In Excel, the RJ-values
were calculated for the subjects (nodes) at each of the 20 time steps. The lined scatter plot
graphs depicted below show how the RJ-values for each node fluctuated through the entire
time interval of the study. By observing and comparing the graphs of the RJ-values with
the graphs of the Nodal Values (1), they show that the SVT is working properly because
there is a correlation between the RJ-values and the behavior of the Nodal Values (V). If
a node had a low Nodal Value because it did not send or receive any messages and had
a low capability at a time n, then it was assigned a negative RJ-value, because it mostly
likely would not have any involvement in an event that occurred at that time n. It was the
same result for positive values as well. Based on the assumptions made and the essence
of stochastic value modeling, the SVT produces substantive data. In order to find the most
influential nodes over the whole time interval 7" leading up to the event that occurred at time
step 20, the Trapezoidal Integration Method was used to integrate the changing RJ-Values

for each of the 24 critical nodes. The equation for the Trapezoidal Integration Method is

n

T, %Z[M - 1]]A:; + I lalillAr,
where
Ar = b ; a

The integration gave the overall RJ-Values for each node, which was then normalized to
divulged most influential nodes within the network that caused an event to occur at time 20
according to their RJ-values. Below is a chart that shows the resulting data:
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Figure 8. Network Nodal Values Over Time
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V. FUTURE WORK AND CONCLUSION

The motivation behind the formulation of the Stochastic Valuation Transform is
the direct application to the Army. If the SVT proves to be an accurate means of nodal
value generation after intense testing, simulation, and analysis, it could be applied in hostile
environments such as Iraq, in order to provide a means to tracing the key insurgent cells that
contribute to attacks on friendly forces. Since the SVT is the first use of stochastic modeling
for Social Network Analysis, there is much room for future work in this field. Further
research and analysis of social network behavior could expose more precise variables for
nodal valuation that increase the predictive accuracy of the SVT or it could lead to a better
stochastic model all together. The SVT uses the measurements of email traffic, capability,
nodal volatility, network status rate, and time to compute the RJ-value. Increased amounts
of model simulation on multiple types of social environments are needed to test the quality
and accuracy of the variables and assumptions of the model.

Similar to predicting the option value of a call within the stock market, in a social
network it is difficult to predict with 100 percent accuracy who the key individuals or
groups are that cause events to occur within the network at a given time[26]. What makes
a social network unpredictable is its fluid nature. There are critical factors that need to
be accounted for and there are assumptions that need to be made in order to develop a
sufficient predictive model, but since the social network is in constant change, the factors
and assumptions may not always account for the real-world dynamics of a social network.
The Stochastic Valuation Transformation offers a new stochastic technique to assigning
values to nodes based on an event that occurred within a given network. The SVT is a
transformation of the Nobel Prize Winning Black-Scholes closed-form equations for value
pricing an option. The transform allows the closed-form Black-Scholes equations to be
applied to Social Network Analysis based on the assumption that the behavior of nodes in
a social network is similar to the behavior of stock in the stock market. The SVT allows
social network analysts to compute a value called an RJ-value for each entity within the
network that predicts their involvement or lack thereof in a specific event that occurred at a
given time within the system. The SVT assigns the RJ-Value to the nodes within a network
in order analyze and predict future behavior and interactions of the entities involved, which

could lead to new discoveries in the field Social Network Analysis.
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